
PENAFIAN  
 

PENGGUNAAN CHATGPT DAN APLIKASI AI 
DI PERBADANAN PRODUKTIVITI MALAYSIA (MPC) 

 
1. Kerahsiaan dan Keselamatan 

Penggunaan ChatGPT melibatkan pemprosesan data yang mungkin termasuk maklumat sensitif 
dan rahsia. Semua peserta dikehendaki mematuhi protokol kerahsiaan yang ketat dan 
memastikan data tersebut dilindungi daripada akses atau pendedahan yang tidak dibenarkan. 

 

2. Privasi Data 

OpenAI melaksanakan langkah-langkah keselamatan data yang kukuh, termasuk enkripsi dan 
kawalan akses, untuk melindungi maklumat. Walau bagaimanapun, peserta mesti menyedari 
risiko yang berkaitan dengan penggunaan alat AI untuk mengendalikan data sensitif. 

 

3. Penyimpanan Data 

Data yang dimasukkan ke dalam ChatGPT mungkin disimpan untuk tempoh yang diperlukan bagi 
meningkatkan kualiti perkhidmatan dan untuk tujuan keselamatan. Peserta perlu berhati-hati 
mengenai jenis maklumat yang dikongsi dengan AI dan mengelakkan daripada menyerahkan data 
yang sangat sensitif atau terklasifikasi. 

 

4. Pematuhan kepada Peraturan 

Penggunaan ChatGPT mesti mematuhi akta-akta dan arahan berikut: 

i. Akta Rahsia Rasmi 1972.  
ii. Akta Komunikasi dan Multimedia 1998.  

iii. Akta Perlindungan Data Peribadi 2010.  
iv. Surat Arahan Ketua Pengarah MAMPU bertarikh 17 Julai 2009  bertajuk “Pelaksanaan 

Blog Bagi Agensi Sektor Awam”.  
v. Surat Arahan Ketua Pengarah MAMPU bertarikh 19 Nov 2009 bertajuk “Penggunaan 

Media Sosial Di Sektor Awam”. 
vi. Surat Arahan Ketua Pengarah MAMPU bertarikh 8 April 2011 bertajuk “Amalan Terbaik 

Penggunaan Media Jaringan Sosial Di Sektor Awam”. 

 dan mana-mana peraturan perlindungan data yang relevan. Peserta bertanggungjawab 
memastikan penggunaan alat tersebut mematuhi keperluan dokumen ini. 

 

5. Amalan Terbaik 

i. Anonimkan atau rahsiakan maklumat sensitif sebelum dimasukkan ke dalam ChatGPT. 
ii. Ikuti garis panduan dan protokol yang ditetapkan semasa bengkel untuk memastikan 

penggunaan ChatGPT yang selamat dan bertanggungjawab. 



6. Pengecualian Liabiliti 

MPC tidak bertanggungjawab terhadap sebarang pelanggaran data atau akses yang tidak 
dibenarkan akibat daripada penggunaan ChatGPT. Pengguna mesti berusaha dengan 
bersungguh-sungguh dan mengambil langkah yang sewajarnya untuk melindungi maklumat 
rahsia. 

 

Saya mengakui dan bersetuju untuk mematuhi garis panduan di atas serta menerima risiko yang 
ada berkaitan dengan penggunaan alat AI seperti ChatGPT. Kerjasama dan kewaspadaan saya 
adalah penting untuk mengekalkan kerahsiaan dan integriti dokumen kerajaan. 


